
 - C O M P R O M I S E  A S S E S S M E N T  A C T I V E  T H R E AT  -
Identify if your corporate IT infrastructure has been compromised.

Engage Canary Trap Findings Report The Canary Trap Approach

Complete our Scoping Questionnaire 
at www.canarytrap.com or Contact Us 
directly by telephone or email. 

Canary Trap will deliver a Findings 
Report highlighting any identified 
vulnerabilities for remediation. 

 Step 1: Define
 Step 2: Uncover
 Step 3: Report
 Step 4: Remediate
 Step 5: Retest 

Canary Trap’s elite team of security experts come armed with the tools, 
experience and credentials to help improve your organization’s security 
resiliency and cyber risk posture. 

S E R V I C E  O V E R V I E W

A compromise assessment (active threat) aims to
identify if a corporate IT infrastructure has been
compromised by a threat actor. Canary Trap’s elite
team of security experts will look to identify malicious
activities on the network, servers and end-user
computing devices.

Use cases supporting the need for a compromise
assessment (active threat) includes, but is not limited
to:

 Merger & Acquisition (M&A) valuation and risk
assessment

 Cyber insurance enrollment or claims submission
 Doubts about the current security hygiene of the

corporate IT environment
 Post-incident validation to ensure proper cleanup

Our unique approach combines several activities
to ensure a robust engagement:

1. Network surveillance and alerting
2. Security event log centralization and monitoring
3. Triage and light forensic analysis

The engagement will conclude with the delivery of
a Findings Report that will provide an in-depth
overview of all work efforts undertaken with a
clear focus on notable findings and, when
applicable, the associated risk and impact along
with the path to remediation.

Canary Trap combines human expertise with
sophisticated tools, proven methodologies and,
where appropriate, threat intelligence to ensure a
thorough, in-depth approach to security testing
and assessments.

inquiries@canarytrap.com (844) 750-2018 www.canarytrap.com
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